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[bookmark: _Toc164071842][bookmark: _Toc200721534][bookmark: _Toc219973488]はじめに
本書ではProselfにおけるSSL証明書設定方法について記載しております。
なお、バージョンによって一部手順が異なる箇所がありますので、現在ご利用中のバージョンを確認の上実施ください。
· Proselfのバージョン確認方法につきましては以下FAQをご参照ください。
https://www.proself.jp/support/faq465/

[bookmark: _Toc164071843][bookmark: _Toc200721535][bookmark: _Toc219973489]SSL証明書設定について
Proselfでは管理画面からSSL証明書の設定を行うことができます。
Proselfは標準出荷状態で「CN=www.proself.jp」の自己署名証明書を同梱しているためHTTPS接続が可能ですが、認証局より発行されたSSL証明書を用いることでより安全にProselfをご利用いただくことができます。

SSL証明書設定の流れは下図のようになります。
[image: グラフィカル ユーザー インターフェイス, テキスト, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
SSL証明書設定の流れ



[bookmark: _Toc164071844][bookmark: _Toc200721536][bookmark: _Toc219973490]SSL証明書を設定する
Proselfに管理者ユーザーでログイン後、管理画面にて「システム設定」をクリックします。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
管理画面ホーム

システム内の「SSL証明書設定」をクリックします。
[image: テキスト

AI 生成コンテンツは誤りを含む可能性があります。]
システム設定 - システム



SSL証明書設定画面より各設定を行います。
[image: グラフィカル ユーザー インターフェイス

AI 生成コンテンツは誤りを含む可能性があります。]
SSL証明書設定

SSL証明書を新規設定、更新を行う場合はそれぞれ以下の設定を順に実施します。手順の詳細につきましては各セクションをご参照ください。
· 「3.1.証明書署名要求(CSR)の作成」
· 「3.2.認証局に証明書発行依頼」
· 「3.3.中間証明書のインポート」
· 「3.4.SSL証明書のインポート」
· 「3.5.SSL証明書の適用」
· 「3.6.SSL証明書設定後の確認」

[bookmark: _証明書署名要求(CSR)の作成][bookmark: _Toc164071845][bookmark: _Toc200721537][bookmark: _Toc219973491][bookmark: _Toc159346091][bookmark: _Toc159346085]証明書署名要求(CSR)の作成
認証局に送付するための証明書署名要求(CSR)を生成します。

SSL証明書設定より「証明書署名要求(CSR)」内の「設定」をクリックします。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
SSL証明書設定
「証明書署名要求(CSR)作成」画面で各項目に入力をおこない「設定」をクリックします。
· 入力する値には日本語は使用できません。必ず英数字のみを入力してください。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
証明書署名要求(CSR)作成

なお、マルチドメイン証明書の利用に伴いCSRにSubject Alternative Namesを含める必要がある場合は、証明書署名要求(CSR)作成画面内の「Subject Alternative Nameを指定する」にチェックを入れ、入力欄にSubject Alternative Name(サブジェクトの別名) に指定するFQDNを1行ずつ記載します。
· 本項目はVer1.70以上でご利用いただけます。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
証明書署名要求(CSR)作成



「証明書設定成功」画面が表示されます。認証局に証明書発行依頼する場合には「次へ」をクリックします。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
証明書設定成功

「証明書署名要求(CSR)確認」画面が表示されますので、表示されるホスト名などの情報を確認します。
SSL証明書の更新時にCSRを再作成する必要がある場合や、表示される内容に誤りがありCSR作成をやり直す必要がある場合は画面内の「再設定」をクリックします。
[image: グラフィカル ユーザー インターフェイス, アプリケーション]
証明書署名要求(CSR)確認



以下のような確認画面が表示されますので、「再設定」をクリックします。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
証明書署名要求(CSR)再作成

「証明書署名要求(CSR)作成」画面には前回設定時の内容が表示されておりますので、適宜各項目の入力をおこない「設定」をクリックします。
· 入力する値には日本語は使用できません。必ず英数字のみを入力してください。
· 入力内容に変更が無い場合でも「設定」をクリックする必要があります。



[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
証明書署名要求(CSR)作成

「証明書設定成功」画面が表示されます。認証局に証明書発行依頼する場合には「次へ」をクリックします。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
証明書設定成功

認証局から発行された証明書を使用する場合は、「3.2.認証局に証明書発行依頼」、「3.3.中間証明書のインポート」、「3.4.SSL証明書のインポート」、「3.5.SSL証明書の適用」、「3.6.SSL証明書設定後の確認」を実施します。



一方で、自己署名証明書として使用する場合は、上記「証明書設定成功」画面で「適用」をクリックします。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
証明書設定成功

適用確認画面の「適用」をクリックします。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
証明書の適用



以下のような適用完了した旨のメッセージを確認後、画面の指示に従いブラウザを閉じて再度開き直し、「3.6.SSL証明書設定後の確認」を実施します。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
証明書の適用

· Ver1.66以下では、証明書設定成功画面で「Proselfの再起動」をクリックしてProselfの再起動を行う必要がございます。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
証明書設定成功(Ver1.66以下)



[bookmark: _認証局に証明書発行依頼][bookmark: _Toc159346086][bookmark: _Toc164071846][bookmark: _Toc200721538][bookmark: _Toc219973492]認証局に証明書発行依頼
「3.1.証明書署名要求(CSR)の作成」で作成したCSRを認証局に送付し、SSL証明書の発行を申請します。

「証明書署名要求(CSR)確認」画面内「生成されたCSR」のテキストエリアに表示されている「-----BEGIN NEW CERTIFICATE REQUEST-----」から「-----END NEW CERTIFICATE REQUEST-----」までの行を認証局に送付します。
· 送付方法については認証局の指示に従ってください。
[image: グラフィカル ユーザー インターフェイス, テキスト, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
証明書署名要求(CSR)確認

その後、認証局よりSSL証明書が送付されてきた場合は、「3.3.中間証明書のインポート」「3.4.SSL証明書のインポート」を実施します。
なお、SSL証明書発行の申請時にファイル認証方式を選択した場合は、「3.8.ファイル認証を設定する」を実施する必要がございます。

[bookmark: _中間証明書のインポート][bookmark: _Toc159346087][bookmark: _Toc164071847][bookmark: _Toc200721539][bookmark: _Toc219973493]中間証明書のインポート
一部の認証局は中間証明書のインポートが必要です。中間証明書が必要かどうかは認証局ごとに異なりますので、ご不明な場合は認証局にお問い合わせください。

中間証明書が不要の場合は「3.4.SSL証明書のインポート」に進みます。



中間証明書が必要な場合は認証局から中間証明書をダウンロード後、SSL証明書設定画面の「信頼された証明書リスト」より「インポート」をクリックします。
[image: グラフィカル ユーザー インターフェイス, テキスト, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
SSL証明書設定

ダウンロードした中間証明書をテキストエディタで開き、中に記述されているテキストを「証明書インポート」画面内のテキストエリアにコピーして貼り付けます。

「インポート」をクリックすると中間証明書のインポートが行われます。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
信頼された証明書のインポート



インポート完了後はSSL証明書設定の「信頼された証明書リスト」に証明書情報が表示されます。
[image: グラフィカル ユーザー インターフェイス, テキスト, アプリケーション, メール

AI 生成コンテンツは誤りを含む可能性があります。]
SSL証明書設定

[bookmark: _SSL証明書のインポート][bookmark: _Toc159346088][bookmark: _Toc164071848][bookmark: _Toc200721540][bookmark: _Toc219973494]SSL証明書のインポート
認証局より送付されてきたSSL証明書をインポートします。

「サーバー証明書の設定」より「設定」をクリックします。
[image: グラフィカル ユーザー インターフェイス

AI 生成コンテンツは誤りを含む可能性があります。]
SSL証明書の設定

認証局から送られてきたSSL証明書をテキストエディタで開き、中に記述されているテキストを「サーバー証明書インポート」画面内のテキストエリアに貼り付けます。
「インポート」をクリックするとSSL証明書のインポートが行われます。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
サーバー証明書インポート

インポートが正しく行われた場合は「証明書設定成功」画面が表示されます。直ちに証明書を反映させる場合は「適用」をクリックし、証明書を後日反映させる場合は「戻る」をクリックします。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
証明書設定成功

後日反映の手順については「3.5.SSL証明書の適用」をご参照ください。



· Ver1.66以下では、直ちに証明書を反映させる場合は「Proselfの再起動」をクリックしてProselfの再起動を行う必要がございます。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
証明書設定成功

[bookmark: _SSL証明書の適用][bookmark: _Toc164071849][bookmark: _Toc200721541][bookmark: _Toc219973495]SSL証明書の適用
「3.4.SSL証明書のインポート」でインポートしたSSL証明書を適用します。
· Ver1.50以上でご利用いただけます。

「サーバー証明書の設定」より「サーバー証明書の適用」内の「適用」をクリックします。
[image: グラフィカル ユーザー インターフェイス, テキスト, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
SSL証明書設定



「サーバー証明書の適用」画面内の「適用」をクリックします。
[image: グラフィカル ユーザー インターフェイス, テキスト, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
サーバー証明書の適用

適用後は「3.6.SSL証明書設定後の確認」を実施します。

· [bookmark: _オフラインアップデート]Ver1.66以下では、「Proselfの再起動」をクリックしてProselfの再起動を行う必要がございます。
[image: グラフィカル ユーザー インターフェイス, テキスト, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
サーバー証明書の適用

· SSL証明書が「3.1.証明書署名要求(CSR)の作成」で発行したCSRと一致しない場合は以下のようなエラーが表示されます。この場合は、正しいSSL証明書を再度インポートし直します。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
サーバー証明書インポート
[bookmark: _SSL証明書適用後の確認][bookmark: _Toc159346095][bookmark: _Toc164071850][bookmark: _Toc200721542][bookmark: _Toc219973496]SSL証明書適用後の確認
SSL証明書適用後は、ProselfにHTTPS接続できること、インポートしたSSL証明書が反映されていることを確認します。

なお、適用したSSL証明書の問題等により過去に適用したSSL証明書に差し戻す必要がある場合は、「3.9.バックアップからSSL証明書を適用する」を実施ください。

＜補足＞
· SSL証明書を設定後、HTTP経由のアクセスが必要ない場合の対応方法については以下FAQをご参照ください。
https://www.proself.jp/support/faq427/
· HTTPからアクセスがあった場合に、HTTPSへリダイレクトさせる方法もございます。詳細については以下FAQをご参照ください。
https://www.proself.jp/support/faq331/

[bookmark: _Toc164071851][bookmark: _Toc200721543][bookmark: _Toc219973497]中間証明書の更新を行う場合
SSL証明書の適用後、中間証明書の変更が発生した等の理由で「3.3.中間証明書のインポート」を実施した場合は以下のようなダイアログが表示されます。
[image: グラフィカル ユーザー インターフェイス, テキスト, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
証明書インポート

インポートした中間証明書を反映するには「3.4.SSL証明書のインポート」の手順でSSL証明書を再度インポートする必要がございます。



[bookmark: _ファイル認証を設定する][bookmark: _Toc159346096][bookmark: _Toc164071852][bookmark: _Toc200721544][bookmark: _Toc219973498]ファイル認証を設定する
ファイル認証とは、認証局より発行された認証用ファイルがサーバーのFQDN(コモンネーム)配下に配置されたことを認証局が検知すると、SSL証明書が発行される仕組みです。
Proselfでファイル認証を利用する場合は以下の設定を行います。

SSL証明書設定画面より「ファイル認証設定」内の「設定」をクリックします。
[image: グラフィカル ユーザー インターフェイス, テキスト, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
SSL証明書設定

「ファイル認証設定」画面からご利用の認証局の設定方法に従い、認証用ファイル配置先を設定します。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
ファイル認証設定

「認証用ファイルアップロード」下にあるエリア内に認証局から発行された認証用ファイルをドラッグ＆ドロップします。
· Ver1.70以上でご利用いただけます。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
ファイル認証設定

「認証用ファイルアップロード」下にあるエリア内にファイル名とアイコンが表示されていることを確認し、「設定」をクリックします。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
ファイル認証設定



· Ver1.66以下の場合は以下のようにテキストエリアが表示されますので、認証局から発行された認証用ファイルの内容をテキストエリア内に貼り付け、「設定」をクリックします。
[image: グラフィカル ユーザー インターフェイス, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
ファイル認証設定

設定完了後、SSL証明書設定画面内「ファイル認証設定」に設定済みのファイル認証設定内容が表示されます。
· Ver1.70以上の場合に表示されます。
[image: グラフィカル ユーザー インターフェイス, テキスト, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
SSL証明書設定

認証局によって認証用ファイルが検知されるとSSL証明書が発行されます。
SSL証明書が発行された後、「3.4.SSL証明書のインポート」を実施します。



[bookmark: _バックアップからSSL証明書を適用する][bookmark: _Toc164071853][bookmark: _Toc200721545][bookmark: _Toc219973499]バックアップからSSL証明書を適用する
過去にバックアップされたSSL証明書を適用することができます。
· ProselfではSSL証明書更新時に過去に適用したSSL証明書を自動でバックアップしております。
· Ver1.70以上でご利用いただけます。

SSL証明書設定画面より「バックアップから証明書を適用」内の「設定」をクリックします。
 [image: グラフィカル ユーザー インターフェイス, テキスト, アプリケーション

AI 生成コンテンツは誤りを含む可能性があります。]
SSL証明書設定

過去にバックアップされたSSL証明書の一覧が表示されます。
適用したいSSL証明書情報を確認の上、「適用」をクリックします。
[image: グラフィカル ユーザー インターフェイス, テキスト, アプリケーション, メール

AI 生成コンテンツは誤りを含む可能性があります。]
バックアップから証明書を適用
適用する証明書内容で問題ないことを確認後、「適用」をクリックします。
[image: グラフィカル ユーザー インターフェイス

AI 生成コンテンツは誤りを含む可能性があります。]
証明書の適用

	Copyright © North Grid Corporation 2026
	4



image3.png
HCEAIREZ
BRY 35S

SEBAEEAER(CSR)DAFRL

¥

SRR [CEERAE FAT iR

CSRifd =

¥

BE(CIHUTHPRREIERED
A R—b

¥

SSLEEBAZED > R— b

o
[

= PREIRESY>O—K

¥

SSLEEEAEDIER

¥

SSLEEERZ B AE DR

=| BARHTT LI SSLINE





image4.png
|

I PN
2 2-v-wm
W on-TEE
1 sasvER

[ER=Zd

[mSZEg

1Y

21— —0iEh - B - HIREOETRETD
TEHTEET.

IN—-TEE

IN—TERET SRV —TDEM -
B - HIRSOERETO LN TEET.

SRS EEE

1YL TEETIRAS EOTEE
LET. DU/ VERACERI SEM5 0%
EETTTTSTENTEET.

OUER

I-Y-OOIAKRERD. SAFAO
DT O FEITDTENTEET,

SRATLEE
SR LEEDEBEASTENTEET,





image5.png
AT

PRAFLCETBREEEBLET.
HBEEDEER

oY) (—ERORE
TUOCREBORE
JRO—-FRUS—
DAILARFT E
SSLEEBASERE

DSAT EERE
LDAPEISHTE




image6.png
EEEER— L

2SN

A=)l

a1-¥—. 7L
b7
ADFFIR
z0ft
GatewaySE

ST RER

Powered by Proself Vet

SEAEELER(CSRIFR
RF—HR FAFR (RER)

B E

B—) (B ORE

RF—HR FEE

B E

ERSHIZREVR b

G-/ (—ERSOERCLELFREIASS. ERINERSE K- b
UET.





image7.png
EREE L -

DAFhL
AL

a-%—.I7 L RFHR

£
Fil

27
AZFFR

Z0ft

Powered by Proself Vet





image8.png
> SSLEERAERE > ERSBEER(CSRMER

EEEER— L
2SN
SEAEELER(CSRIFR
A=)l
-t IPAL TRZ MB(FQDN)
www.example.com
27 TOY—)(—RR MA(FQDN)ZEAA LT ZE L.
1 www.proself.jp
ADFFIR
Sitd
zott North Grid Corporation
. EEAEASLTZEL,
GatewayBE 1 North Grid Corporation
SR HETE
Sapporo
RS EREREAN LT ESL,
1 Sapporo
WEFRA
Hokkaido
MEFEREABREANLTEE,
1 Hokkaido
EI-K
P
2%FOEI-FEAALTZEL,
1P

' Subject Alternative NameZi8EY 3

M4 A (F2048bILTHERENET.

XTTTANULNEZEETH L. BERGTUTE52 TV SHAEES
ATBLENBOET. ANNSCRBRVAL D EERRL T AN,

Powered by Proself Ver





image9.png
2XFOEI- FEANLTIREL,
B3P

Subject Alternative NameZEET 2
exmple.com

aa.example.com

bbb.example.com

sSubject Alternative Namel=iSE T 3FQDNZ 1173 DRBL T &L [DNS:)
BORHIFETT.




image10.png
EEEER— L

SRFh
SERAERER
S
SRS OIFRICAI LELR.
a-Y—-I7AL

TR (CGERSRTEALT. COACARSEERT 3 BSHIRIER

i BaEaroCE BA) 2R TR,

ATTZA BIERCIERESTET S RN £ALT [ERBEAER
zZoht (CSR)EER] ERECHEBULTZE L

Gateways&E BA /3N

ST RER




image11.png
4 SATLEE > JATA BIEEAER(CSR)FER

EEEEN—L .
PZEIN
SEAEELER(CSR)MER
A=l
3t Il RN . example.com
aHE North Grid Corporation
27 RIS Sapporo.
DERES Hokiido
ASFFTR Ba-k »
BRE
GatewaysE
EMENIZCSR
St AR —

SIRERGHERTE




image12.png
BAEELER(CSR)BIFA

AUENSZEETH S, BEBCEREERGLTE5> T3 88EER
BTBLENBOET.

ANURAEZZET 3881 [BRE ZRLTES.





image13.png
BIEEEZER(CSR)ERL

EEEER— L
2SN
SEAEELER(CSRIFR
A=)l
-t IPAL TRZ MB(FQDN)
www.example.com
27 TOY—)(—RR MA(FQDN)ZEAA LT ZE L.
1 www.proself.jp
ADFFIR
Sitd
zott North Grid Corporation
. EEAEASLTZEL,
GatewayBE 1 North Grid Corporation
SR HETE
Sapporo
RS EREREAN LT ESL,
1 Sapporo
WEFRA
Hokkaido
MEFEREABREANLTEE,
1 Hokkaido
E3-F
P
2%FOEI-FEAALTZEL,
1P

Subject Alternative NameZ#5EY 3

bbb.example.com

P
3Subject Alternative Namel=i§ /£ S SFQDNZ 173 DR#|U T L& [DNS:)
BORMIFETT.

A A F2048bILTHERENET.

XTTTANUENEZEETHE, BERGFLTE5° TV SHaEET
HTBLENBOET. ANNSCRBRVAAL D EERRL T AN,

Powered by Proself Ver





image14.png
EEEER— L
pZEIN

A=)

34— Il
27
ASFFR
Z0ft
GatewaysRE

ST RER

FEAERERT)





image15.png
EEEER— L
pZEIN

A=)

34— Il
27
ASFFR
Z0ft
GatewaysRE

ST RER

FEAERERT)





image16.png
EEEER— L

SRFh
SERRERERT)
S
SRS OIFRICAI LELR.
a-Y—-I7AL

TR CGERSRITEALT. COHCIHRSEERT 3 BSHIRIER

2b7 BREE BT [ProselEiZs] %L TProsellZBRBL T 21,
ATTZA BIERCIERESTET S RN £ALT [ERBEAER
zZoht (CSR)EER] ERECHEBULTZE L
GatewayiE Proself DA " A

ST RER





image17.png
AEBLER(CSRHER P L root v

EEEEA—L R
SAFhL
FEBABELER(CSR)HERR
AL
2= Tl RN www.example.com
21 North Grid Corporation
Zb7 I Sapporo
BEFEEL Hokkaido
AZFFIR ot »
Z0ft .
GatewaysE
- ERENIZCSR
STE RER ——BEGIN CERTIFICATE REQUEST——

———£WD CERTIFICATE REQUEST——

Powered by Proself Ve





image18.png
> TRAFL > SSLAERE

EEEER— L a

£
it

SAFhL

AL

2 Il SRR YR

U—)(—ERBOBERCLERPGINSES. SEINERSE R
AbF (58
AZFFR
o BN
GatewaysE
ST fER B
o J7 A VRSEE
SSLEASIEOIRCRIERN SBESNREA T 7 1L ORERITVE
1.
EE3

Powered by Proself Ve




image19.png
> TRAFL > SSLAERE A=k

EEEER-LA
SRFh
SEBAE A > R—
A=
a-Y—-I7AL
b7
AZFFR
z0ft
GatewayZE
ST RER

[ [

EFSZARED( R —

COTEY—/ IR ERT SRCABAT RIS A VM- NUET. A
A= FURVERED
-—-BEGIN CERTIFICATE -

Powered by Proself Ve





image20.png
EEEER— L

2SN
A=)l

a1-¥—. 7L
b7
ADFFIR
z0ft
GatewaySE

ST RER

ERSHIZREVR b

G-/ (—ERSOERCLELFREIASS. ERINERSE K- b
UET.

AA—h

=EE
) ' L » L]
AR 2024/02/21 16:10:

ATEE  2029/02/20 16:

I 7 A BEERE
SSLATBASES DRI SIEE SRR T 7 L OREEITV\E

Powered by Proself Ve





image21.png
EEEER— L a

SARZhL FEBRBELER(CSR)FAL
e
2552 R ()
2t D7
EXS

b7
AZFFIR - -

H—)(—EABORE
zofe
P 2552 FaE
S RER BE

EBSSEEEUR

Y-/ ERROBRCLERTEARES. ERENEREE K- b

LET.

Powered by Proself Vet




image22.png
> TAFL > SSLAERE >

EEEER— L

SRFh
H—)U—FEAEA R
A=

a-4—-J741L
27
AZFFR
z0ft

GatewaysHE

ST RER

[ [

Y—)—FEBE R b

Y=/ RSO M- M. [LERTBSR THRULCSREZIRCHH
LTEBNTER
-—BEGIN CERTIFICATE—-

Powered by Proself Ve




image23.png
EEEER— L

DAFhL

AL

a-4—-J71L

27

AZFFR

Z0ft

GatewaysHE

ST RER

FEAERERT)

G/ (—EERSHEL A R— banzEL.
H—/)(—EREERMEEB(CE BA] #RLTIEEL,

#BEEY—)(ERSERBRT 386E (R3] 2RL. RBRSE3513
2T [—)(—ERE0RA] BELDERSEEALTZSL,

BA E 3





image24.png
EEEER— L

2SN
FEAERERT)
A=
H—) (—EERBIEL< A >fi— hanELr.
Y= o7l H—) (AR ERRE B C2Prosell ZBRAT BUBIBDET.
. BEBICEHIIND DD ZOMIEProselfic 77 Z X TEE AL
P, BizEY—)(—EABERRT BB (R3] 2RL. RBEEEH3
7T 24T [9—)(—EASOER] Bl & DProselfZBRBILT AL,
zof
ProselfOEEE) E 3
GatewaysRE

ST RER





image25.png
EEEER— L

SAFhL
Y\ FEAEDER

e BB THRITENLY—) (ERSOBRBETVET.
a-4—-J741L

2t

ASFFTR
= - STBgE
zoM ERSHIZREVR b
Y-/~ EREOBRCHERTINES. ERSERSE Kb
GatewaysHE LET.
St AR

Powered by Proself Ve





image26.png
EEEER— L

DAFhL

AL
a-4—-J71L
27
AZFFR
Z0ft
GatewaysE

B—) B OBEA
H—/)(—EREERMEEB(CE BA] #RLTIEEL,

BA E 3





image27.png
EEEER— L

DAFhL

AL

a-4—-J71L

27

AZFFR

Y\ FEAEDER

b—/)(—EREERMEE B (CEProself 2 BRH T ZULBNBHDET.
BEHCE3HNN D ZOMIFProselfiC 7 I TEE R A

ProselfE#£E) B3





image28.png
EEEER— L

2SN

A=)l

a1-¥—. 7L
b7
ADFFIR
z0ft
GatewaySE

ST RER

B—) B A VAR~

TFICATE——

)
COY—) —EEEEREOTBESEEER(CR) £ —BUAL 2D i — hTEE
Ehe

[ -

Y—)—FEBE R b

B—) (RSO M- N, [1LERIHSEE THEURCREZTRICRE




image29.png
EEEER— L

SAFhL

FEA MR-k
A=

a-—Y—-I7L SIEBA U 5
b7 DIEAEE R
ASFFIR ’ ‘
Z0ft

GatewaysE

o4 c—

ST RER
EFENZARED T R~

CTTEY—/ RS ERT SRCABATRERE SR VM- NUET. A
A= RUEVERED
BEGIN CERTIFICATE-





image30.png
> TRAFL > SSLAERE

EEEEA—L a
F]
SAFhL
AL .
SNIEREUR
A== o7l Y-/ (ERBOBRCLERTRIEAES. EEIN AR -~
UET.
b7
XFFIR s
zofe
GatewaysE
SAERMER J7 A EREEE
SSLEASIEOIRCRIERN SBESNREA T 7 1L ORERITVE
¥,
®E

Powered by Proself Ve




image31.png
> TRAFL > SSLAERE

EEEER— L =
SAFhL
AL
a-Y— . IrqIL FEEAD 7 LRSS
27 1 /.well-known /pki-validation/fileauth. txt
AZFFR BERT7L7yTO—F
z0ft
Gateways7E fad HRT7 Ve RSy 8ROy TT3TET
BEAD 7 ILOREE 7Y JO— RTEET,
ST RER

BAMIFNFZyTO—F

BN SESNTELBIAT7 VR LETUTE RSy I8 ROy TURBIE
rEE) ZRLT RN,

Powered by Proself Ve





image32.png
> TRAFL > SSLAERE

EEEER— L
SAFhL
I7A)
AL
a-4—-J741L FEEAT 7 LEREE
R ——
b7 1 /.well-known/pki-validation/fileauth.txt
ADFFIR BEAI7ALTYTO-F
z0ft
GatewaysE Z SERD 7L EFSyOaFOvTIT32eT
BEAD 7 ILOREE 7Y JO— RTEET,
ST RER

. o





image33.png
> SSLEAEHRE > T7A)

EEEER— A .
aon IFAIR

AL BEAT7ILERES

— e

AbF BEAY7L7yTO-K

AZFFLR H

2o :

P i

ST RER





image34.png
EEEER-LA
SRFh

A=
a-Y—-I7AL
b7
AZFFR
z0ft
GatewayZE

ST RER

Powered by Proself Ver.

I 7 A LR

SE

FEEAD 7 LRSS

{1 /.well-known /pki-validation/fileauth.txt

FEEAT 7 ILORE

—





image35.png
EEEER-LA
SRFh

A=
a-Y—-I7AL
b7
AZFFR
z0ft
GatewayZE

ST RER

SSLATASESDRRICREERN SIEE SRR T 7 L OREETVE

T

£

BEDHE

BRI AVEESE

BHAT 7 ALONE

H





image36.png
EEEER-LA BIAEIE  2026/01/21 18::
ATEE  2028/01/21 18:

SAFhL

AL

Iy o7y IhSiEREEER
BEIC) I T Y TENTHREN 5BATBUBRT BT LN TEET.

a-4—-J741L

27
AZFFIR .
zofe
GatewaysE
EESIUSERBUZ
SRR Y-/ ERROBRCLERTEARES. ERENEREE K- b
UET.
o=t

Powered by Proself Vet




image37.png
> SATL > SSLEMERE > NvOFyIDSHBEEER b L root -

EEEEA—L
.
SAFhL B
IOy oT Y T SRR
*L BEC) YOy TENTAERBN SRA TEOBET BTN TEET,

a-4—-J741L
JyoPYTEE  2026/01/21 18:34:04

27
=EE
ASFFTR
)
z0ft
BAER 2026/01/21 18:21:48
GatewayRE #TER 2028/01/21 18:21:48
EA
St AR
JlyLPyTER 2026/01/21 18:32:11
=EE
)
BAER 2026/01/21 18:19:25
#TER 2028/01/21 18:19:25





image38.png
SEAEDER

SEABEBALETN ?
BARCISTFEEACTH
JyoPyTEE  2026/01/21 18:34:04
=EE

=TE

EsEe 2026/01/21 18
#TES 2028/01/21 18:21:48





image1.png
| Proself

4 =
h.-E:i Gateway Edition
S





image2.png
#¥ North Grid




